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About this document

This document provides users with a complete list of the requirements for using the Forsta Pulsar Web software,
allowing users to verify compliance for their own client systems.

Errors and misspellings in this document can be reported to support@ Forsta.com

Requirements for server installations

Forsta installation requirements will no longer be included in this document, but will be kept up to date in the
Forsta Pulsar Web Installation Guide for each version.
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Forsta Pulsar Web Server Requirements (on-premise only)

The following are the minimum server requirements for an on-premise Forsta Pulsar Web installatfion.

=Forsta

Operating system

Windows 2000 / 2003 server or Advanced server.

Windows server should be English (United Kingdom) or English
(United States) Edition and the locale should be English (United
Kingdom) or English (United States). Contact Forsta if this is not
the case.

64 Bit Architecture is NOT supported

Virtual server Installation is NOT supported

Windows 2008 (or above) is NOT supported

CPU Pentium lll (2 GHz+).

Memory 2 Gb RAM minimum. (4 GB recommended)

Other UPS (Uninterruptible Power Supply) recommended
Software SQL Server 2000 (or higher)

SQL Server should be English (United Kingdom) or English
(United States) and the locale should be English (United
Kingdom) or English (United States). Contact Forsta if this is not
the case.

Internet Information Server (lIS) 5.0 or higher

Microsoft Data Access Components (MDAC) 2.8 or higher
Microsoft XML Core Components 4.0

Microsoft .NET Framework 1.1 or higher

ChartFx Production server 6.2 for Active Chart content.
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Forsta Pulsar Web Client Requirements

Minimum

Recommended

Operating system

Microsoft Windows 95
Windows NT

Windows XP
Windows Vista

Welb browser

Internet Explorer 6

Internet Explorer 7

Office Components

Microsoft Office 2000 (or
above) formats capable office
suite for opening exports:

OMicrosoft Excel 2000 (or
above) capable spreadsheet
editor required for viewing
Forsta Pulsar Web exports

Microsoft Office 2000 (or
above) formats capable office
suite for opening exports:

“Microsoft Excel 2000 (or
above) capable spreadsheet
editor required for viewing
Forsta Pulsar Web exports

Browser Security Settings

Custom level (Medium level +

“allow script initiated window
without size or position™ is
enabled

use pop-up blocker” is
disabled

“file download” is enabled

Pulsar Web added to “Trusted
Sites” list

Custom level (Medium level +

“allow script initiated window
without size or position™ is
enabled

use pop-up blocker” is
disabled

“file download" is enabled

Privacy settings

Medium / Medium high

Medium / Medium high

General -> advanced

Multimedia:

Show pictures
Play animations on web pages

Browsing:

enable visual styles on buttons
and confrols in web page
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ChartFx Active Charts: Additional Client Requirements

Forsta Pulsar Web also allows further expansion of the ChartFx features through an ActiveX interface. As well
as being more intuitive to use, the ActiveX ChartFx interface provides additional functionality to the chart
formatting and display by using controls from ChartFx Production Server. Chart Properties can now be
accessed through an icon toolbar displayed with the chart, or by right-clicking on areas of the chart to access
context-sensitive menus.

In order for an end user to create active charts, client PC must meet the following requirements:
e  Microsoft .NET framework 1.1 installed
e ActiveX controls enabled in the browser

e  Full frust enabled for the Pulsar Web Website

To enable full trust for the Forsta Pulsar Web server, the following settings need to be made on the Client PC

i) Add the site to the list of Trusted Sites using the Internet Explorer:

From Internet Explorer, go to Tools- Internet Options. Go to the Security tab and Select "Trusted sites" icon

Internet Options @@
Ml Privacy | Content | Connections | Programs | Advanced

Select a Web content zone to specify its security settings.

® « 0 9

Internet Local intranet  Trusted sites  Restricted
sites

Trusted sites

This zone contains Web sites that you
trust not to damage your computer or /
data.

Security level for this zone

Custom
Custom settings.
- To change the settings, click Custom Level.
- To use the recommended settings, click Default Level.

[ Custom Level... ] [ Default Level ]

[ oK ][ Cancel ] Apply

Select "Sites" button and In the input field type the pulsar web site name. For example,
http://www.pulsetrain.com/pulsarweb. Uncheck the "Require server verification" flag and select "Add".
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You can add and remove Web sites from this zone, All Web sites
in this zone will use the zone's security settings.

Add this Web site to the zone:
| http:{flocalhostfpulsarweb| | l Add ]

Web sites:

http:{fpwdemo. pulsetrain.com
http:ff10.0.1.75

[CIRrequire server verification (https:) For all sites in this zone

[ OK ] [ Cancel ]

ii) Enable " Full Trust for trusted sites through the Microsoft .NET Framework:

For users with .NET framework 1.1 installed:

Go to Control Panel- Administrative Tools- and open .NET Framework Configuration. Select Runtime Security
Policy

S¢ .NET Configuration 1.1

File Action View Help
EMyComputer sk B M o]
% Assembly Cache §ienuqt.y Pﬂﬂﬂv
Q‘g Configured Assemblies .
#3J Remoting Services The common language runtime's code access security system determines
63 Runti Y 3 an assembly's permissions to access protected resources. Each permission
Applications set granted to an assembly is based on the assembly's evidence (such as
its URL or publisher certificate), which in turn is based on configurable
security policy.
To learn more about the code access security model, refer to the
Microsoft \.NET Framework SDK documentation.
The wizards and task links below will help you set and distribute security
policy. For complete control of security policy, use the tree views under
this node.
Tasks
Increase Assembly Trust =
Use the Trust an Assembly wizard to increase the level of trust granted to a
particular assembly, This wizard modifies security policy based on information
about the evidence of the assembly selected.
Adjust Zone Security
Use the Security Adjustment Wizard to modify the level of trust granted to all
assemblies coming from a particular zone, such as Internet, Local Intranet, or My
Computer,
Evaluate Assembly
Use the Evaluate an Assernbly wizard to evaluate what nermissions or code bl

Click on "Adjust Zone Security” in the right-hand window and select "Make changes to this computer”. Click
Next.
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Security Adjustment Wizard @

What Would You Like to Modify?

This wizard will modify security policy differently depending on the choice
below.

Choose the the type of changes you would like to make:

¢ Make changes to this computer

This will make adjustments to the computer that will affect all users. Use
this selection if you are a home user or this machine's administrator.

More information about changes to this computer

" Make changes For the current user only

This will make adjustments that will only affect the current user. Use this
selection if you are a non-administrator user on a corporate network.

More information about changes to the current user

I Next > ][ Cancel ]

Select the Trusted Sites Zone and set the slider to "Full Trust"

Security Adjustment Wizard @

Adjust the Security Level for Each Zone

The various security levels determine what code will be able to do on your
computer.

& &2 ®© 0 ¢

My Computer Local Intranet Internet Trusted Sites JEENE I
Sites

This zone contains all applications that come from Internet Explorer's list of
trusted sites.

[~ Choose the level of trust for assemblies from this zone
Full Trust

Security checks are not performed and programs can
access and use all resources on your machine., Avoid this
S setting unless you are certain that no potentially harmful
o error-prone programs can execute from the selected
zone.

Mo Trust Default Level

[ < Back " Next > ][ Cancel ]

Click *Next"”, and then "Finish” on the following screen which confirms the sefting made:
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Completing the Wizard
Click Finish to make the changes listed below.

Summary of changes:

Zone | Security Level
My Computer Full Trust
Local Intranet Medium Trust
Internet Low Trust
Trusted Sites Full Trust
Untrusted Sites Mo Trust

The security policy will be changed to reflect these settings.

[ < Back " Finish ][ Cancel ]

For users with .NET framework 2.0 installed:

Run the following command (in DOS) on the client machine in the
Windows\Microsoft. NET\Framework\v2.0.50727 directory:

caspol -machine -addgroup 1. -zone Trusted FullTrust

(NB: command is cases sensitive)

iii) Change User Options within Forsta Pulsar Web

The final setting needs to be selected by the user in Forsta Pulsar Web. after logging info Pulsar Web, select

“User Options” in the top right of the screen. Under User Options — ChartFx View, the user must select “Active
Confrol” to use the Active Charts.
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pwuser Options
E 2 options ChartFX view
= 2 Useroptions
= Userinterface language [ Use global options
Default encoding O Image

Regional settings

(® Active Control

Sort by
.NET Framewaork should be installed and .NET Framework-
E |
itk aéses reliant components and ActiveX controls should be enabled in
i ChanFX view security settings of Internet Explorer to view ChantFX as Active
3 User level customization Control

Save I Cancel I

I:-tEp?l;fliﬁcaihBéEfpdlsarv;\iéb,fdérbptions.ésb

i o Trusted sites

Users who do not have these setftings will see the ChartFx images as implemented in the previous version of
Forsta Pulsar Web.
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